[image: ]




	
TRANSITION REQUIREMENTS




Transition to ISO/IEC 27006-1:2024


1. Introduction and Scope 

The standard ISO/IEC 27006-1:2024 - Requirements for bodies providing audit and certification of information security management systems — Part 1: General was published on 01 March 2024. This edition of ISO/IEC 27006-1:2024 replaces ISO/IEC 27006:2015/AMD1:2020.

A transition period of 2 years has been agreed from the date of publication for accredited bodies to review the requirements and bring their operations and processes in line with the requirements of the new standard.  As a consequence, UKAS will require all of its accredited bodies operating under this standard to have demonstrated conformity and transitioned to the new standard by 31 July 2025.


2. Objective

This document is aimed at providing all UKAS accredited bodies with details of the transition processes which will be implemented by UKAS and the information they will need to supply to assist this process.


3. UKAS requirements for accredited bodies for the transition to ISO/IEC 27006-1:2024

A. Accredited certification bodies who are currently accredited to ISO/IEC 27006:2015/AMD1:2020 are advised to review the new standard, conduct a gap analysis and establish a transition plan to incorporate the required changes (where applicable) into their management system. Certification bodies are required to document their gap analysis and transition plan, submitting a copy to UKAS by 30 April 2024 to the following email address; . This information should be submitted using the attached template (Annex 1) and must be accompanied by any relevant supporting documentation (clearly indexed using the table in Annex 1). 

B. The UKAS transition process will consist of the following assessment stages: 

· Review of the Gap Analysis, Plan and related documentation; 

· Head Office assessment (if required). 

NOTE: Additional time and effort may be required during the transition process, for example for the review of the Gap Analysis. Any additional time and effort will be quoted in advance of the activity taking place. 

C. Mandatory Improvement Actions (IARs) which are raised against the new standard will need to be cleared prior to the grant of accreditation. Where verification of the effectiveness of the corrective actions is deemed necessary further on site activity may be required. 

D. If the accredited body fails to demonstrate conformity to ISO/IEC 27006-1:2024 and/or clear those improvements actions raised before the transition deadline, the body shall be suspended for a maximum of 6 months. If the body fails to address those actions required to complete the transition process within this timeframe, this would result in the withdrawal of accreditation for Information Security Management Systems certification.


4. New Applications/Extensions to Scope: 

A. All new applications/extensions to scope received after 01 May 2024 shall be assessed against ISO/IEC 27006-1:2024

B. For existing applicants, assessments which are scheduled to take place after        01 May 2024 shall be against ISO/IEC 27006-1:2024

5. Validity of ISO/IEC 27006:2015/AMD1:2020

ISO/IEC 27006:2015/AMD1:2020 will cease to be valid on 31 March 2026.


6. Projected Timetable

The following timetable is based on our current knowledge and the publication of ISO/IEC 27006-1:2024 on 01 March 2024. Please note that should dates or actions change UKAS will provide updates via the Technical Bulletins posted on the UKAS website www.ukas.com 

	Date	
	Milestone/Activity

	01 March 2024
	Publication of ISO/IEC 27006-1:2024

	01 May 2024
	UKAS ready to assess to ISO/IEC 27006-1:2024

	31 July 2025
	All UKAS transitions of CB’s completed
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Annex 1

Gap Analysis and Transition Plan 


	Name of Organisation

	Click here to enter text

	Accreditation Number

	Click here to enter text

	Date of Submission

	Select a date from the calendar
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TRANSITION PLAN

*please detail in the table below the actions taken, or to be taken (with timescales) to complete the transition to this new standard/scheme within your organisation 	

	
ACTION
	
TIMESCALE
	
OWNER


	Example:, develop training plan, update documentation, complete internal audit, notify customers, complete assessments 
	
	

	
	
	

	
	
	

	
	
	

	
	
	





DOCUMENTATION 

*please index in the table below the documentation supplied in support of your transition with this Gap Analysis and Transition Plan.

	DOCUMENT REFERENCE
	DOCUMENT NAME
	VERSION NUMBER 
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